Managing User Accounts and Access Permissions
Part 1: Office Roleplay Dialogue

Scenario: A new employee, Emma, contacts the IT technician, David,
because she needs access to company software and shared drives.

Emma: Hi David, | just started today, and | need access to the
company software and shared drives. Right now, | can’t log in to
anything.

David: Welcome, Emma! I’'ll get everything set up for you. Your
account has already been created in Active Directory (AD), which
manages user access across our network. | just need to configure
your permissions.

Emma: Great! Will | need to log in separately for each system?

David: No, we use Single Signh-On (SS0O), so once you log in with your
company credentials, you’ll have access to multiple systems without
signing in again.

Emma: That’s convenient! What about the shared drives?

David: I’ll add you to the correct security groups using Group Policy.
This allows us to control access for different departments

automatically. Since you’re in the Marketing team, I’ll assign you the
same access as the rest of the department.

Emma: Perfect. | also need access to some financial reports for my
project.



David: That might require privileged access because financial data is
sensitive. I’ll need approval from your manager before granting those
permissions.

Emma: | understand. I’ll check with my manager.

David: Sounds good. Lastly, I’ll verify that your account is syncing
correctly with our authentication system, which runs on LDAP
(Lightweight Directory Access Protocol). This ensures your
credentials work across all company services.

Emma: | see. So, LDAP helps with authentication?

David: Exactly! It securely connects your login credentials with our
network systems. I’ll finish setting things up, and you should have
access in about 15 minutes.

Emma: That’s great! Thanks for your help, David.

Part 2: Comprehension Questions

1. What system does David use to manage user access?
(A) Active Directory (AD)

(B) Microsoft Excel

(C) Google Drive

(D) An external USB drive

2. What is the benefit of Single Sigh-On (SSO)?

(A) Users don’t need to create passwords

(B) Users only need to log in once to access multiple systems
(C) It makes the internet faster
(

)
D) It removes all security restrictions



3. Why does Emma need her manager’s approval for certain files?

(A) Because they are very large files

(B) Because they require privileged access
(C) Because they are stored in the cloud
(D) Because they are password-protected

4. What does LDAP help with?

(A) Managing internet speed

(B) Resetting passwords

(C) Authenticating user credentials
(D) Encrypting emails

Part 3: Key Vocabulary Definitions in Japanese
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Part 3: Anhswers

1. What system does David use to manage user access?
(A) Active Directory (AD)

2. What is the benefit of Single Sigh-On (SSO)?

(B) Users only need to log in once to access multiple systems

3. Why does Emma need her manager’s approval for certain files?

(B) Because they require privileged access

4. What does LDAP help with?
(C) Authenticating user credentials



