Ensuring Business Continuity & Disaster Recovery
Part 1: Office Roleplay Dialogue

Scenario: An IT Technician, Keniji, is working with his colleague, Arisa,
on creating a disaster recovery and business continuity plan for their
company.

Arisa: Hey Keniji, | was reviewing our company’s disaster recovery
strategy, and | think we need to clarify some of our objectives.

Kenji: That’s a good idea. We need to define our Recovery Time
Objective (RTO) and Recovery Point Objective (RPO) more clearly.

Arisa: Right. If | remember correctly, RTO is the maximum acceptable
time our systems can be down after a disaster, right?

Keniji: Exactly. And RPO is the maximum amount of data we can afford
to lose, measured in time. If our RPO is four hours, that means we
need backups every four hours to prevent excessive data loss.

Arisa: That makes sense. Now, if our main data center goes down,
where would we recover our operations?

Kenji: That depends on the type of failover site we set up. We have
three options: a hot site, a warm site, and a cold site.

Arisa: | know a hot site is a fully operational backup system that can
take over immediately, but what about the other two?

Kenji: A warm site has most of the necessary infrastructure, but it still
requires some setup before it can go live. A cold site, on the other



hand, is just an empty facility with basic utilities—it takes the longest
to set up.

Arisa: | see. So, for a company like ours, a warm site might be the
best balance between cost and speed.

Kenji: Exactly. We also need to ensure we have a strong Incident
Response Plan to handle security threats and unexpected failures
effectively.

Arisa: That’s a great point. I'll update the documentation and
schedule a test drill for our recovery plan next month.

Kenji: Sounds good! Let’s make sure we’re fully prepared for any
potential disruptions.

Part 2: Comprehension Questions

1. What does RTO (Recovery Time Objective) define?

(A) The amount of time a system can be down before recovery
(B) The total cost of disaster recovery planning

(C) The number of employees needed for IT support

(D) The total number of backup servers in a company

2. What is the difference between a hot site and a cold site?

(A) A hot site is cheaper to set up than a cold site

(B) A hot site requires setup time, but a cold site is always operational
(C) A hot site is a fully operational backup system, while a cold site

requires setup before use
(D) A hot site is a physical backup, while a cold site is cloud-based



3. Why is RPO (Recovery Point Objective) important?
(A) It identifies the total number of IT technicians needed for recovery

(

B)
(C) It calculates the cost of data storage for a company
D)

(

minimize data loss

It measures how fast a server can process data

It determines how frequently backups should be made to

4. What is the purpose of an Incident Response Plan?
(A) To monitor daily internet usage in the office
(B) To provide a detailed plan for responding to IT security incidents

and system failures
(C) To improve computer processing speed
(D) To limit employee access to social media during work hours

Part 3: Key Vocabulary Definitions in Japanese
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Part 4: Questions & Correct Answers

1. What does RTO (Recovery Time Objective) define?

(A) The amount of time a system can be down before recovery

2. What s the difference between a hot site and a cold site?

(C) A hot site is a fully operational backup system, while a
cold site requires setup before use

3. Why is RPO (Recovery Point Objective) important?

(D) It determines how frequently backups should be made to
minimize data loss

4. What is the purpose of an Incident Response Plan?

(B) To provide a detailed plan for responding to IT security
incidents and system failures



