
Managing Mobile Devices in the Workplace 

Part 1: Office Roleplay Dialogue 

Scenario: An IT Technician, Alex, is helping an employee, Sarah, set 
up her mobile device under the company's Mobile Device 
Management (MDM) system. 

 

Sarah: Hi Alex, I just got a new smartphone, and I’d like to use it for 
work. Do I need to do anything special? 

Alex: Yes, since we have a BYOD (Bring Your Own Device) policy, 
we’ll need to enroll your phone in our Mobile Device Management 
(MDM) system. That way, you can securely access company emails 
and apps. 

Sarah: That makes sense. What happens if my phone gets lost or 
stolen? 

Alex: In that case, we can perform a remote wipe, which erases all 
company data from your device. This prevents any sensitive 
information from falling into the wrong hands. 

Sarah: Oh, I didn’t know you could do that. But will my personal files 
also be deleted? 

Alex: No, that’s where containerization comes in. It separates your 
personal apps and data from company information, so if we ever need 
to wipe work data, your personal files will remain untouched. 

Sarah: That’s a relief! Are there any location-based restrictions? 



Alex: Yes, we use geofencing to enhance security. If your phone 
leaves a designated area, such as the office or your home, access to 
certain apps or files might be restricted. 

Sarah: Got it. So, the company can manage security without affecting 
my personal use. 

Alex: Exactly! Our MDM policy outlines all the security measures and 
guidelines for using personal devices for work. I’ll send you a copy to 
review before we finalize the setup. 

Sarah: Thanks, Alex! I appreciate the help. 

Alex: No problem, Sarah. Let me know if you have any questions! 

 

Part 2: Comprehension Questions 

1. What does BYOD stand for? 
(A) Bring Your Own Data 
(C) Backup Your Office Device 
(C) Business Yearly Online Deployment 
(D) Bring Your Own Device  

2. What is a remote wipe used for? 
(A) To update company applications on a device 
(B) To increase internet speed on a mobile phone 
(C) To transfer files between personal and work apps 
(D) To erase company data from a lost or stolen device  

3. How does containerization help employees using personal 
devices? 
(A) It improves the phone’s battery life 



(B) It encrypts all personal messages 
(C) It separates personal data from company data  
(D) It allows IT to access personal apps 

4. What is the purpose of geofencing in mobile device 
management? 
(A) To allow employees to use any app freely 
(B) To block spam emails 
(C) To prevent access to company data outside a designated area  
(D) To increase network speed 

 

Part 3: Key Vocabulary Definitions in Japanese 

1. BYOD (Bring Your Own Device) (個人端末持ち込み制度) – 従業

員が私用のデバイスを業務に使用することを許可する制度。 

2. Remote Wipe (リモートワイプ) – 紛失または盗難されたデバイ

スから企業データを遠隔で削除する機能。 

3. Containerization (コンテナ化) – 業務データと個人データを分

離し、企業情報の保護を強化する技術。 

4. Geofencing (ジオフェンシング) – デバイスが特定の地域を出る

とアクセス制限をかけるセキュリティ機能。 

5. MDM Policy (モバイルデバイス管理ポリシー) – 企業がモバイル

デバイスのセキュリティと使用ルールを定めた規則。 



 

Part 4: Answers 

 

1. What does BYOD stand for? 

     (D) Bring Your Own Device 
 

2. What is a remote wipe used for? 

     (D) To erase company data from a lost or stolen device 
 

3. How does containerization help employees using personal 
devices? 

    (C) It separates personal data from company data  
 

4. What is the purpose of geofencing in mobile device 
management? 

     (A) To prevent access to company data outside a designated area 
 

 


